Security Audit Report (UPERO070)

The Security Audit Report is used to verify employee security.

Security that should be added or removed should be noted on the report and sent to the HRMS

Office.

Navigation:
UHS HRMS HR >

Reports >
Security Audit Report — PS

Enter your run control.
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Run Control Page:

Enter the College ID or Dept
ID in the Quick Fill box.
Click Quick Fill.

Quick Fill will populate the
associated information.

Or

Enter the Business Unit for a
campus-wide report.

Run Control ID: Sample

Business Unit: Imo\
phisiontn: [H0387 | @,
College ID: W Q

Department: W Q
EmpliD: I— Q

@ Access by Perm List

Repart Manager

Process Maonitar

Run

U of H Main
WCMNP, Admin & Finance

Infarmation Technology

Enterptize Systermns

" Oprids by Roles " Role Authorizations Report

FEEEWARNING - This report can be very large far some

departments. Please checkyour page count befare printing

Quick Fill

Use quick fill to populate the higher
level Rollups automatically. Just choose
College I or Deptid, Enter a value,
and hit Quick Fill.

€ Fill College ID Rollup

€' Fill Deptid Rollup

HO188 O

Quick Fill

Run Control Page:

Select “Operids by Roles”
Click Run.

“Access by Perm List” and
“Role Authorization Report”
are large reports that show
what pages a user can access
and are not required to be
verified.

Run Control ID: Sample

Business Unit: lmq
Division ID: W Q
College ID; [HO39% Q

Department: W =}
EmpliD: I—Q

" Access by Perm List

Repart Manager

Process Monitor

Run

L afH Main
WCIVP, Admin & Finance

Infarmation Technology

Ent Systems

& Oprids by Roles " Role Authorizations Report

Quick Fill

Use quick fill to populate the higher
level Rollups automatically. Just choose
College D or Deptid, Enter a value,
and hit Quick Fill

" Fill College ID Rollup

% Fill Deptid Rollup

HO199 O

Quick Fill
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Security Audit Report (UPERO070)

Process Scheduler:

Process Scheduler Request

Server Name: PSUNX User ID: Run Control ID: Sample
Type Web Server Name: S LI Run Date: I—EJ
Format: PDF Recurrence: I :l' Run Time: I Resetto Current Date/Time |
Time Zone: I Q
:
CI ICk O K Secri ption Process Name Process Type Type ‘Format Distribution
v Security Audit Report- PS UPEROYO SGR Report IWeb 'l IPDF 'I Distribution
Click on Process Monitor.
Ok | Cancel |
Process Monitor: [ ProcessList {_SemerList |
Click Refresh Button. User I0: Qe | Flase [ [oas ]_Refresn |
Server: I 'l Mame: I (e} Ins‘tance:l to |

Click on Process Monitor to
monitor report.

Click on Details to view the
report.

Run I - l Distribution I - l

[V Save On Refresh

Status: Status
Process List Customize | Find | iew Al B8 First [ 4 or 1 ] Last
Process - Distribution .
il g . il 1) i P il
Select Instance Seq. Process Type Name User Run Date Time Run Status Status Details

- 4742799 SQR Report UFEROY0 0081504 06/29/201011:43:04AM CDT  Success Posted Details

The report will display the Oper ID (Empl ID), User Name (Employee Name) and Roles

assigned to the user.

Print the report; verify the users listed are active and their assigned roles are still correct; sign
and date the last page of the report, and send the approved report to the HRMS Office.
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Security Audit Report (UPERO070)

Standard HR Roles:

UHX_HC_EMPLOYEE
UHS_HC_ABS_EMPLOYEE

UHS_HC_TL_REPORTER_MO
UHS_HC_TL_REPORTER_HR_WEBCLK

UHS_HC_TL_REPORTER_HR_TCD

Employee self service, or PASS

Employee role for access to Absence
Management

Monthly (salaried) time reporter

Hourly-paid time reporter punching in on Web
Clock

Hourly-paid time reporter punching in on Time
Collection Device

UHS_ADMIN_USER

Administrative role required for HR and/or SA
user access

UHC_HC_VIEW
UHD_HC_REGVW
UHM_HC_DEPTVW
UHV HC VIEW

HR View

UHM_HC_CDBAVW
UHC_HC_ALLVIEW
UHV_HC_HRPER

HR View with access to Personal Data

UHS_FINANCE_USER

Administrative role required for Finance user
access (maintained by Kirk Williams)

UHS HC REPORTS

Run Queries

GT_UHC_HC_INITIATOR
GT_UHD_HC_INITIATOR
GT_UHM_HC_INITIATOR
GT_UHV_HC_INITIATOR

ePAR Initiator

GT_UHC_HC_COLLEGE/DIVISION
GT_UHD_HC_COLLBUSMGR/DEPTDIR
GT_UHD_HC_DIVBUSMGR/DIVHEAD
GT_UHM_HC_DEPARTMENT
GT_UHM_HC_COLLEGE/DIVISION
GT_UHV_HC_DEAN/DEPTDIR

ePAR Approvers

UHC_HC_TLTIMEAPPRVR
UHD_HC_TLTIMEAPPRVR
UHM_HC_TLTIMEAPPRVR
UHV_HC_TLTIMEAPPRVR

T&L Time Approvers

UHC_HC_TLPAYROLLAPPRVR
UHD_HC_TLPAYROLLAPPRVR
UHM_HC_TLPAYROLLAPPRVR
UHV_HC_TLPAYROLLAPPRVR

T&L Payroll Approvers
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